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Capability and Description 

2015 Edition criteria applicable to myCare Portal Version 3.0: d1, d2, d3, d5, d7, d9, e1, e2, g3, g4, g5, g6, g4, g5, g6, g7, g8, g9 
 
myCare Portal Version 3.0 is a patient communications system designed to support healthcare professionals in ophthalmology and optometry in outpatient ambulatory 
environments.  It allows users to perform a wide range of functions such as to: 

• Doctor to Patient, Patient to Doctor Secure Messaging 

• Provide patient access to online health summaries 

• Collect Patient Generated Health Data 

• Automated reminders and Follow up 

• Provide Application Access functionality for authorized users of the myCare Portal Version 3.0 

Types of Costs or Fees and Additional Types of Costs or Fees 

This certified product-version may require additional monthly costs to support transition of care summaries (170.315.b.1) when more than a HISP mailbox is required and 
online patient service (170.315.e.1). A third-party PMS/EHR is required to maintain patient demographics and health records. Sales contract and business associate 
agreement (BAA) must be executed with third party selected. 



 
 

This Health IT Module is 2015 Edition compliant and has been certified by an ONC-ACB in 
accordance with the applicable certification criteria adopted by the Secretary of the U.S. 
Department of Health and Human Services. This certification does not represent an 
endorsement by the U.S. Department of Health and Human Services.  

 

Vendor  Version  Date Certified  Certification Number  

myCare Portal  myCare Portal Version 3.0  Dec 31, 2019  15.04.04.2998.myCa.03.01.0.191231 

 
 
 

Criteria Certified  

• 170.315 (d)(1) Authentication, Access Control and Authorization  

• 170.315 (d)(2) Auditable Events and Tamper-resistance  

• 170.315 (d)(3) Audit Report(s)  

• 170.315 (d)(5) Automatic Log-off  

• 170.315 (d)(7) End-user Device Encryption  

• 170.315 (d)(9) Trusted Connection  

• 170.315 (e)(1) View, Download and Transmit  

• 170.315 (e)(2) Secure Messaging  

• 170.315 (e)(3) Patient Health Information Capture  

• 170.315 (g)(3) Safety-enhanced Design  
• 170.315 (g)(4) Quality Management System  

• 170.315 (g)(5) Accessibility- Centered Design  

• 170.315 (g)(6) Consolidated CDA Creation Performance  

 
 
 
 
 
 
 


